an interaction model for
de-identification of human data

held by external custodians

Andrew Simmons, Maheswaree Kissoon Curumsing, Rajesh Vasa

Applied Al Institute, Deakin University



Data Identifiability

Individually identifiable
(e.g. name, date of birth, address)

Re-identifiable
(identifiers removed/replaced by code)

° Non-identifiable
(no specific individual can be identified)

National Statement on Ethical Conduct in Human Research, 2007




Data Identifiability

Individually identifiable
(e.g. name, date of birth, address)

Re-identifiable
(identifiers removed/replaced by code)

Non-identifiable
(no specific individual can be identified)

National Statement on Ethical Conduct in Human Research, 2007
(updated 2018)



Individually identifiable
(e.g. name, date of birth, address)

Re-identifiable
(identifiers removed/replaced by code)

Non-identifiable
(no specific individual can be identified)

For ethics exemption, only pre-existing non-identifiable data can be used.
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Analysis 2 - Formation Profiles

This analysis will extract team formations in a way that allows
studying the team, but not individuals.

» Data will be resampled to 1Hz (1 sample per second) to
reduce risk of revealing detailed player movements.

« Team formations will be represented as a “point cloud” that
includes non-identifiable dots for the location of each player
in the formation, but does not allow tracing the position of
individual players over the full course of the match

Decryption Password:




